Internet Explorer Settings for ePlans

1. Open “Internet Explorer”, click the “Gear” at the top right, and click “Internet options”.
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About Internet Explorer

1) Click the “Security” tab

2) Click “Trusted Sites”

3) Un-check “Enable Protected Mode”
4) Click “Sites”
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Select a zone to view or change security settings.
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trust not to damage your computer or
your files,
You have websites in this zone,

Security level for this zone

Custom

Custom settings.
- To change the settings, dick Custom level.
-To use the recommended settings, dick Default level,

3 []Enable Protected Mode {requires restarting Internet Explorer)

[ Custom level.. ” Default level ]

l Reset all zones to default level ]

@ Some settings are managed by your system administrator.
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3. Un-check “Require server verification (https:) for all sites in this zone”, add the following Websites, and then
click “Close” when finished.
http://*.gillettewy.gov
https://*.gillettewy.gov
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‘You can add and remove websites from this zone. All websites in
L this zone will use the zone's security settings.

Add this website to the zone:
Add

Websites:

http: /= gillettewy.gov Remove

https: /{*.qillettewy.qov

[ require server verification (https:) for all sites in this zone
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1) Click the “Privacy” Tab
2) Click “Settings”
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Select a setting for the Internet zone.
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- Blacks third-party cookies that do not have a compact
privacy policy

- Blocks third-party cookies that save information that can
= be used to contact you without your explict consent

- Restricts first-party cookies that save information that
can be used to contact you without your implicit consent
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Location
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Pop-up Blocker
Turn on Pop-up Blocker
| InPrivate 2 « I

Disable toolbars and extensions when InPrivate Browsing starts

ﬁl Some settings are managed by your system administrator.
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5. Add the following Websites, and then click “Close” when finished.
* gillettewy.gov
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Pop-up Blocker Settings . . =

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
E !l websites by adding the site to the list below.

Address of website to allow:

Allowed sites:
~ gillettewy gov emove

Maotifications and blocking level:
| Play a sound when a pop-up iz blocked.
Show Notification bar when a pop-up is blocked.

Blocking level:
[Medium: Block most automatic pop-ups - ]

Leam more about Pop-up Blocker

6. Click “Ok”
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Settings

Select a setting for the Internet zone,

- Blocks third-party cookies that do not have a compact
privacy policy

- Blocks third-party cookies that save information that can
(- be used to contact you without your explict consent

- Restricts first-party cookies that save information that
can be used to contact you without your implicit consent

[ Sites ] [ Import ] [ Advanced ] Default
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InPrivate

Disable toolbars and extensions when InPrivate Browsing starts

@ Some settings are managed by your system administrator,
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